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CHAPTER 34 - BODY WORN CAMERAS

1. PURPOSE. This chapter establishes the policy and procedures governing the National
Railroad Passenger Corporation (Amtrak), Office of Inspector General (OIG), Office of
Investigations (OI) special agents use of Body Worn Cameras (BWC).

2. APPLICABILITY. This policy applies to all Special Agents (SA) in OL

3. POLICY. The Amtrak OIG will adhere to the guidelines set forth in the U.S.
Department of Justice memorandum for use of BWCs. OIG special agents do not engage
in general policing or public patrol in uniform and do not routinely engage with the
public in response to emergency calls. Therefore, this policy focuses on the deployment
of BWCs in planned law enforcement operations, where the use of force may reasonably
be anticipated, such as the planned execution of a search warrant or arrest. The
deployment of BWCs is not intended to replace existing OIG policy regarding
interviews, other evidence collection, or the use of surreptitious recording devices in
undercover operations.

4. RESPONSIBILITIES

a. Assistant Inspector General for Investigations (AIGI). The AIGI is responsible for the
overall management of all operations involving the BWC program.

b. Deputy Assistant Inspector General for Investigations (DAIGI). The DAIGI will
ensure that Special Agents have the resources and training necessary to carry-out operations

using BWCs in accordance with this policy.

c. Special Agent in Charge (SAC). The SAC is responsible for the planning and execution
of all operations where BWCs will be utilized. SACs shall ensure that all OIG special agents
receive the required training on the use of BWCs in accordance with this policy.

d. Special Agent . SAs will conduct pre-planned operations utilizing BWCs in accordance
with this policy.

e. Body Worn Camera Program Manager (BWCPM). The BWC program is overseen by
the BWCPM, who is responsible for management of the program. The BWCPM will periodically
review BWC recordings to evaluate the quality of the audio and video recorded to ensure that
OIG SAs are properly operating BWCs in the manner intended by this policy.

f. On Scene Supervisor. The On Scene Supervisor may be a SAC, ASAC, or the case agent.
They are responsible for ensuring compliance with all BWC procedures during the enforcement

operation.
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5. DEPLOYMENT OF BWCs FOR ENFORCEMENT OPERATIONS

a. Wearing BWC. OIG SAs shall wear and activate OIG-issued BWCs for the purposes of
recording their actions during the tactical portion of enforcement operations where the use of

force may reasonably be anticipated, such as the execution of a search warrant or arrest.

b. BWC Activation. BWCs shall be activated by all participating OIG SAs upon
approaching a subject or premises during an enforcement operation. At any other time,

while wearing a BWC, if an OIG SA encounters an individual who is uncooperative,
violent, assaultive, or discussing criminal conduct, that in the OIG SA’s judgment,
consistent with his or her training and experience, could lead to use of physical or
deadly force or be relevant to the investigation, the OIG SA should activate and record
with his or her BWC as soon as it is safe and practical to do so.

c. BWC Deactivation. BWCs shall be deactivated by OIG SAs only upon the
direction of the OIG On Scene Supervisor when the supervisor determines, at his or her
discretion, the scene is secured. For purposes of this policy, the term “secured” means
that the scene is safe and under law enforcement control.

(1) When executing a search warrant, the OIG On Scene Supervisor may
authorize OIG SAs to deactivate their BWCs once the location to be searched has been
secured and all subjects have been searched for officer safety reasons. The OIG On
Scene Supervisor will use his or her discretion to determine when team members
conducting perimeter security during the execution of the warrant may stop recording.

(2) When executing an arrest warrant or arresting an individual during the
execution of a search warrant, the OIG On Scene Supervisor may authorize the
deactivation of most BWCs once he or she has determined the scene is secure and any
arrestees are handcuffed and placed in the transport vehicle. While on the scene of an
arrest and during arrestee transports from the scene of an arrest, OIG SAs must
continue to wear their BWCs and leave them in the Ready (buffering) or equivalent
mode. See procedures described in the OIM, Chapter 24, Arrests, for handling arrestees.

d. Exceptions

(1) The OIG On Scene Supervisor may authorize OIG SAs to deactivate their
BW(Cs if the enforcement operation is of such a duration that BWCs need to be
deactivated to conserve power and/or for temporary storage.

(2) An OIG SA may deactivate his or her BWC at any time the agent needs to
obtain emergency medical attention or needs to attend to a personal matter that takes
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him or her away from a planned operation, such as using the restroom.

e. Interviews. During one of the above enforcement operations, a BWC may be used
to record an interview with an arrestee or detainee.

6. OPERATIONS WITH PARTNER LAW ENFORCEMENT

a. Joint Operations. When conducting enforcement operations with a partner law
enforcement agency that will deploy BWCs during the operation, OIG SAs will comply
with OIG policy. This section applies to both OIG-led enforcement operations under
OIMV, Chapter 21, Search and Seizure and OIM, Chapter 24, Arrests, and other partner
agency-led operations. The OIG Supervisor or case agent shall discuss BWC
deployment with the partner agency’s team leader and/or team members, prior to the

enforcement operation. The discussions shall include briefing the partner agency on the
OIG BWC policy and reviewing the partner agency’s BWC policy, if applicable. Special
care should be taken to resolve any issues related to undercover agents. The OIG case
agent will document these discussions on the OIG Operational Plan or in a 302 if a non-
OIG operations plan is being used.

b. Unresolved Conflicts. Prior to an operation using BWCs, the SAC overseeing the
operation shall notify the AIGI or DAIGI, of any unresolved conflicts with any partner
law enforcement agency regarding BWC deployment prior to the operation. If
necessary, the AIGI or DAIGI may intervene with the partner law enforcement agency
to reach a resolution.

7. DEVIATIONS FROM BWC POLICY. Deviations related to OIG BWC policy shall be
handled as follows:

a. Pre-approved Deviations. Any deviation from the OIG BWC policy must be
documented in the Operational Plan and approved through the established operational

plan approval process. Under exigent circumstances, an oral authorization may be
given by the AIGI or his/her designee but must be subsequently documented.

b. Unplanned Deviations. Any deviation from the OIG BWC policy related to BWC
activation or deactivation due to device malfunction, operator error, or other
circumstances, shall be documented in a memorandum from the OIG case agent to the
SAC overseeing the operation. The memorandum shall address:

(1) Why the recording was not made;

(2) Why the recording was interrupted; and/or
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(3) Why the recording was terminated.

8. BRIEFINGS. All operational briefings for enforcement actions should cover the
planned use of BWCs. The briefing shall include, if necessary, a discussion of any steps
that can be taken to avoid recording undercover personnel or confidential informants or
sources. All OIG SAs who are issued BWCs, and who are expected to activate them
during an operation, must receive the operation briefing.

9. WEARING OF BWC. OIG SAs shall only use BWCs issued by the OIG and assigned
to them. The BWCs are assigned to each agent by serial number and the agent’s badge
number is assigned to that camera. OIG SAs should exercise reasonable care when
using BWCs to ensure their proper functioning. OIG SAs should ensure that the BWC is
fully charged before and during its deployment. OIG SAs will notify the BWCPM of
any equipment malfunctions as soon as possible.

a. If a tactical ballistic vest is worn, the BWC will be worn on the outside/front of the
tactical ballistic vest. The tactical ballistic vest will be worn over the OIG SA’s clothing.

b. In the event a BWC is deployed when a tactical ballistic vest is not worn, the BWC
will be secured to the OIG SA’s outer clothing, lanyard, or belt.

c. OIG SAs should ensure the BWC is not obstructed by clothing or other objects on
the agent’s person. OIG SAs should not alter tactically sound principles to
accommodate the BWC’s visual recording. OIG SAs should remember to seek cover and
concealment and use proper tactics to ensure their safety while wearing the BWC even
if doing so obstructs the BWC’s coverage.

10. BWC RECORDINGS AND EQUIPMENT

a. Equipment and Data. The BWC equipment and all data, images, video, audio, and
metadata captured, recorded, or otherwise produced by the equipment is the sole
property of the OIG. Other than the BWCPM and the BWCPM's supervisor, no OIG
personnel shall edit, alter, erase, duplicate, copy, share, or otherwise release, disclose, or
distribute in any manner, any BWC recordings, without consultation with the Office of
Counsel and written authorization from the AIGI. OIG SAs may review their own
BWC recordings but may not share their recordings with others.

b. Storage. BWC recordings will be uploaded as soon as possible, usually within 24
hours, and stored in an OIG-controlled cloud storage service, with all access, including
vendor access, permanently logged. Access to the recordings will be controlled by the
BWCPM. Each file will contain all relevant metadata, such as the date and time of the



OIG 2434
January 17, 2023

recording, the name of the OIG SA who recorded it and, whenever possible, the case
name and number. An audit log will automatically be created and maintained that sets
forth the history of each recording, the date and time each recording is reviewed or
copied, and the name of each reviewer.

c. Access and Review of BWC Recordings. Access to stored BWC recordings will be
password protected, recorded automatically by the system software, and audited
periodically by the BWCPM to ensure that only authorized users access the recordings
and associated data for legitimate and authorized purposes. All logins, video access and
other actions taken in the system software is placed in an audit trail log that is
reviewable by the BWCPM and the BWCPM'’s supervisor. This information may be
discoverable and could be requested by the prosecution or the defense during court
proceedings.

d. Requests for Disclosure of BWC Recordings. All requests for disclosure of BWC
information shall be submitted to the SAC who will forward the request to the DAIGI
for decision, in consultation with the Office of Counsel, and provide a copy of the
request to the BWCPM. Once approved, the BWCPM will make the redactions to the
BWC footage prior to disclosure, as necessary by the BWCPM.

e. Retention. BWC recordings will be securely stored according to OIG-mandated
procedures. Copies shall only be released with prior, written authorization from the
AIGI, and approval by the Office of Counsel.

(1) BWC recordings that are not associated with complaints or allegations made
against OIG employees, and do not contain information pertinent to the case being
investigated, will be deleted according to OIG Records and Information Management,
Chapter 20, unless a request to preserve the recordings is provided in writing to the
BWCPM through the AIGI or their designee. These recordings will be maintained in an
OIG-controlled cloud storage service where they are initially uploaded until their
deletion is required.

(2) BWC recordings associated with information pertinent to the case being
investigated, such as a spontaneous statement of a subject, witness, or law enforcement
officer, will be kept with the case file in accordance with OIG’s case records retention
policy, OIG Records and Information Management, Chapter 20. The original recording
must be retained in the OIG-controlled cloud storage service, with all access, including
vendor access, permanently logged.

(38) BWC recordings associated with use of force incidents involving OIG
employees, complaints or allegations made against OIG employees, or any other
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investigations of OIG employees, will be retained as directed by the AIGI or his or her
designee, in consultation with the Office of Counsel.

(4) BWC recordings associated with normal training exercises (i.e., no injuries)
will be deleted after the appropriate instructor (firearms instructor, control tactics
instructor, use of force instructor, etc.) reviews the recordings for instructive scenarios
and confirms it is acceptable to delete the recording. If a training scenario is identified
whereby BWC deployment might be useful, the instructor will obtain a written
statement from each OIG SA involved in the training if they would like their faces
redacted and/or voices changed from the recording before its use in future trainings.
The BWCPM will redact faces and change voices, as requested for the training video.
The unredacted BWC recording will be deleted after all changes are made to the
training video.

f. Theft or Loss of Equipment. OIG SAs will report the loss or theft of a BWC or
docking station to their SAC and the BWCPM as soon as possible, but no later than 24
hours after the discovery of the loss or theft.

11. RESTRICTIONS ON USE. OIG SAs equipped with BWCs should be mindful of
locations where recording may be considered insensitive, inappropriate, or prohibited

by privacy policies. BWCs shall only be used in conjunction with official law
enforcement duties and not personal activities.

a. Prohibited Use of BWCs. Absent approval from the Deputy Inspector General and
the AIGI, in consultation with any assigned prosecutor or the Office of Counsel, BWCs
shall not be used to record:

(1) in a detention facility, if the law enforcement operation is not taking place in
the facility; or

(2) personnel conducting activities involving classified information.

b. Redacting BWC Recordings. In any situation where BWCs record content that
otherwise should not be shared because of the above restrictions or any other law
enforcement sensitivities or privacy concerns, which could include recordings of
undercover personnel, confidential sources, sensitive investigative techniques or
equipment, minors, injured or incapacitated individuals, or sensitive locations such as
restrooms, locker rooms, or medical facilities, the BWCPM will consult with the Office
of Counsel on such recordings and the BWCPM will execute the redaction features of
the BWC software to blur images or portions of images, or minimize audio content,
when making copies of BWC recordings for disclosure.
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c. Undercover Agents. If an undercover agent participates in an operation where the
OIG SAs on the scene is not able to take measures to avoid recording the identity of the
undercover agent, the OIG On Scene Supervisor will inform the BWCPM and note this
occurrence in a 302. The BWCPM will coordinate with the Office of Counsel on what
steps should be taken to redact any images and voice recordings of any undercover
agents and the BWCPM will execute the redactions.

12. DELETING RECORDINGS. Any request to delete a portion or portions of the
recordings (e.g., accidental recording) must be submitted via a memorandum from the
OIG SA, through his or her SAC, and approved in writing by the AIGI and the Deputy
Inspector General, in consultation with the Office of Counsel. The memorandum must
state the reason(s) for the request to delete the recording. If the request is approved, the
request memorandum and the written approval will be provided to the BWCPM, who
will then conduct the deletion. The BWCPM will retain a record of the approved
deletion in the OIG cloud service storage. All requests and final decisions will be
maintained by the BWCPM and deleted based on OIG Records and Information
Management, Chapter 20.

13. PERMITTED REVIEWS OF BWC RECORDINGS

a. Permitted Reviews. An OIG SA may access BWC recordings when necessary to
perform the essential functions of his or her job, including but not limited to such
review necessary to draft and review a 302 describing an operation. An OIG SA may

also access BWC recordings when necessary to respond to allegations of administrative
or criminal misconduct or poor performance relating to the recorded enforcement
activity, subject to the limitations of subsections (b) and (c) immediately below.

b. Reviews by Agents Under Investigation. An OIG SA who is the subject of an
administrative investigation relating to the recorded enforcement activity may review
his or her own BWC recording prior to being interviewed by any Amtrak OIG or non-
Amtrak OIG personnel investigating allegations about the OIG SA’s conduct. The OIG
SA may review his or her BWC recording with his or her attorney, or other
representative, provided the attorney or representative signs a non-disclosure
agreement. The OIG SA will not be permitted to make or take a copy of the recording.

c. OIG Special Agent-Involved Shootings/Uses of Force. All OIG SA-involved
shootings (AIS) or other uses of force (including deadly force) should be treated as
being under criminal investigation unless and until the applicable federal, state, or local
prosecution office has declined prosecution. As soon as practicable after any such
incident, the involved OIG SA should be informed by his or her supervisor that he or
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she should not discuss the incident with anyone during the pendency of any
preliminary investigation other than a personal attorney or representative, the Office of
Counsel, or Ol investigator in the matter until the conclusion of the preliminary
investigation. See Investigations Manual, Chapter 23, Critical Incidents. The involved
OIG SA(s) and any other OIG SA(s) who witnessed the AIS or use of force should
provide their BWCs to the On Scene Supervisor. If the On Scene Supervisor is involved
or witnessed the AIS or use of force, the BWCs should be provided to the next senior
OIG SA on-scene. The On Scene Supervisor or other senior OIG SA should upload the
videos from all the BWCs collected in accordance with this policy. The involved OIG
SA(s) and any other OIG SA(s) who witnessed the AIS or use of force shall not be
permitted to view his or her BWC recording without the concurrence of the assigned
prosecutor.

d. Internal Investigations. OIG personnel conducting internal investigations may

review BWC recordings in connection with such investigations. Requests to review an
OIG SA’s BWC recordings for the purpose of this subsection shall be made in a
memorandum to the AIGI. The memorandum shall state the reason(s) for the request.

e. SAC reviews. SACs may not use BWC recordings as evidence to support a
negative performance appraisal. However, SACs may view BWC recordings to conduct
“after action debriefs” and for training purposes, as described above. Requests to
review an OIG SA’s BWC recordings for the purpose of this subsection shall be made in
a memorandum to the AIGI. The memorandum shall state the reason(s) for the request.

14. REQUESTS FOR RELEASE. In all circumstances, BWC recordings shall be treated as
law enforcement sensitive information, the premature disclosure of which could
reasonably be expected to interfere with enforcement proceedings. BWC recordings will
also be treated as potential evidence in a federal investigation subject to applicable
federal laws, rules, and policies concerning any such disclosure; and therefore, deemed
privileged absent appropriate redaction prior to disclosure. All requests for OIG BWC
recordings unrelated to a pending OIG criminal investigation or case will be forwarded
to the Office of Counsel, which is responsible for processing and responding to such
requests. Nothing in this policy shall be deemed to provide a right of public access to
BWC recordings. OIG BWC recordings are controlled by, and are the property of, the
OIG and will be retained and managed by the OIG.

15. EXPEDITED PUBLIC RELEASE OF BWC RECORDINGS. If BWC recordings depict
conduct resulting in serious bodily injury or death of another, the OIG shall notify the
United States Attorney as early as possible if it desires to publicly release the BWC
recordings. The OIG and the United States Attorney will expeditiously review the
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recordings and provide official concurrence with public release as soon as practical,
unless there are specific and compelling circumstances justifying an objection to public
release that cannot be resolved by redaction or other means. Upon official concurrence,
the OIG may immediately release recordings with any agreed-upon redactions, giving
as much advance notice as possible to the United States Attorney as to the time and
manner of its release.

16. TRAINING. To ensure the proper use and operation of BWCs, as well as maintain
compliance with privacy and civil liberties laws, OIG SAs must establish and maintain
proficiency and knowledge related to BWC deployment as follows:

a. Initial. Prior to deployment of BWCs, each OIG SA must complete an OIG-
approved initial training module to ensure the proper use and operation of the BWC, as
well as compliance with privacy and civil liberties laws.

b. Annual. OIG SAs must complete an annual BWC familiarization module in
conjunction with control tactics training or firearms training, to maintain proficiency in
the use of BWCs and ensure continued functionality of the devices. If OIG SAs are
unable to complete the required scheduled training, they will raise the need for
alternate training with their SAC who shall review and approve their training.

N Qi

KEVIN H. WINTERS
Inspector General

Distribution:
All OIG personnel via posting notification
Electronically on the OIG SharePoint
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U.S. Department of Justice
Office of the Deputy Attorney General

The Deputy Attorney General Wj;hinegl%n. 50% 120530
une 7,

MEMORANDUM FOR ACTING DIRECTOR, BUREAU OF ALCOHOL, TOBACCO,
FIREARMS & EXPLOSIVES
ACTING ADMINISTRATOR, DRUG ENFORCEMENT
ADMINISTRATION
DIRECTOR, FEDERAL BUREAU OF INVESTIGATION
DIRECTOR, UNITED STATES MARSHALS SERVICE
ASSISTANT ATTORNEY GENERAL FOR
ADMINISTRATION
EXECUTIVE OFFICE FOR UNITED STATES ATTORNEYS

FROM: THE DEPUTY ATTORNEY GENERAL] ., W&
SUBJECT: BODY-WORN CAMERA POLICY

The Department of Justice recognizes that transparency and accountability in law
enforcement operations build trust with the communities we serve. Although the Department’s
law enforcement components do not regularly conduct patrols or routinely engage with the
public in response to emergency calls, there are circumstances where the Department’s agents
encounter the public during pre-planned law enforcement operations. The Department is
committed to the use of body-worn cameras (BWCs) by the Department’s law enforcement
agents in such circumstances.

In October 2020, the Department announced a policy that permits state and local officers
on Department of Justice Task Forces to wear and activate BWCs when the use of force is
possible — while serving arrest warrants, executing other planned arrest operations, and during
the execution of search warrants. Today, based on recommendations from the Department’s law
enforcement components, I am directing the Acting Director of the Bureau of Alcohol, Tobacco,
Firearms & Explosives; the Acting Administrator of the Drug Enforcement Administration; the
Director of the Federal Bureau of Investigation, and the Director of the United States Marshals
Service to develop and submit for review, within 30 days, component BWC policies that require
agents to wear and activate BWC recording equipment for purposes of recording their actions
during: (1) a pre-planned attempt to serve an arrest warrant or other pre-planned arrest, including
the apprehension of fugitives sought on state and local warrants; or (2) the execution of a search
or seizure warrant or order.

Enclosure (1)
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Memorandum from the Deputy Attorney General Page 2
Subject: Body-Worn Camera Policy

Each law enforcement component shall develop its policy and a phased implementation

plan for compliance with the above directive no later than 30 days from the date of this
memorandum, and shall designate a senior official with responsibility for implementation and
oversight of its BWC policy. Each component also shall ensure immediately that partners
serving on DOJ-sponsored task forces are aware of the current Department policy that permits
state and local officers on DOJ task forces to wear and activate BWCs.

Each component’s BWC policy shall include:

the responsibilities for Department agents to carry, operate, maintain, and secure the
equipment, including when to activate and deactivate BWCs;

the type(s} of BWC equipment authorized for use;

the duration of time and scope of the BWC footage preserved prior to its activation (i.e.,
buffering period);

specialized or sensitive investigative techniques or equipment that may require different
treatment under the BWC policy;

procedures governing the collection, storage, access, retention, use, and dissemination of
BWC recordings, consistent with applicable federal laws;

procedures governing the use of BWCs by all members of Department-sponsored task
forces; and

procedures for the expedited public release of recordings in cases involving serious
bodily injury or death.

In addition, as soon as practicable, each component shall:

submit for the approval of the Department’s Chief Privacy and Civil Liberties Officer a
Privacy Impact Assessment of the component’s planned use of BWCs and associated
equipment prior to implementation of its BWC policy, and a plan for annual privacy
reviews;

consult with the Office of Records Management to ensure the component’s BWC policy
is fully compliant with all records-related laws, regulations, rules, policies, and guidance;
work with the Justice Management Division to assess resource requirements to fully
implement its BWC policy and build upon the resources allocated to the Department to
support BWC usage in FY22; and

design evaluation metrics that can be used to measure the impact of its BWC policy.

Enclosure (1)
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Memorandum from the Deputy Attorney General Page 3
Subject: Body-Worn Camera Policy

Finally, within 90 days, the Executive Office for U.S. Attorneys should develop training for
prosecutors regarding the use of BWC recordings as evidence, building on existing trainings
related to the discovery implications of these recordings.

I am proud of the job performed by the Department’s law enforcement agents, and [ am
confident that these policies will continue to engender the trust and confidence of the American
people in the work of the Department of Justice.

Enclosure (1)
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AUTHENTICATED
U.S. GOVERNMENT
INFORMATION

GPO

Administration of Joseph R. Biden, Jr., 2022

Executive Order 14074—Advancing Effective, Accountable Policing and Criminal
Justice Practices To Enhance Public Trust and Public Safety
May 25, 2022

By the authority vested in me as President by the Constitution and the laws of the United
States of America, I hereby order as follows:

Section 1. Policy. Our criminal justice system must respect the dignity and rights of all
persons and adhere to our fundamental obligation to ensure fair and impartial justice for all. This
is imperative—not only to live up to our principles as a Nation, but also to build secure, safe, and
healthy communities. Protecting public safety requires close partnerships between law
enforcement and the communities it serves. Public safety therefore depends on public trust, and
public trust in turn requires that our criminal justice system as a whole embodies fair and equal
treatment, transparency, and accountability.

Law enforcement officers are often a person's first point of contact with our criminal justice
system, and we depend on them to uphold these principles while doing the demanding and often
life-threatening work of keeping us safe. We expect them to help prevent and solve crimes and
frequently call upon them to respond to social problems outside their expertise and beyond their
intended role, diverting attention from their critical public safety mission and increasing the risks
of an already dangerous job—which has led to the deaths of law enforcement officers and
civilians alike. The vast majority of law enforcement officers do these difficult jobs with honor
and integrity, and they work diligently to uphold the law and preserve the public's trust.

Yet, there are places in America today, particularly in Black and Brown communities and
other communities of color, where the bonds of trust are frayed or broken. We have collectively
mourned following law enforcement encounters that have tragically ended in the loss of life. To
heal as a Nation, we must acknowledge that those fatal encounters have disparately impacted
Black and Brown people and other people of color. The pain of the families of those who have
been killed is magnified when expectations for accountability go unmet, and the echoes of their
losses reverberate across generations. More broadly, numerous aspects of our criminal justice
system are still shaped by race or ethnicity. It is time that we acknowledge the legacy of systemic
racism in our criminal justice system and work together to eliminate the racial disparities that
endure to this day. Doing so serves all Americans.

Through this order, my Administration is taking a critical step in what must be part of a
larger effort to strengthen our democracy and advance the principles of equality and dignity.
While we can make policing safer and more effective by strengthening trust between law
enforcement officers and the communities they serve, we must also reform our broader criminal
justice system so that it protects and serves all people equally. To be clear, certain obstacles to
lasting reform require legislative solutions. In particular, system-wide change requires funding
and support that only the Congress can authorize. But my Administration will use its full
authority to take action, including through the implementation of this order, to build and sustain
fairness and accountability throughout the criminal justice system.

The need for such action could not be more urgent. Since early 2020, communities around
the country have faced rising rates of violent crime, requiring law enforcement engagement at a
time when law enforcement agencies are already confronting the challenges of staffing shortages
and low morale. Strengthening community trust is more critical now than ever, as a community's
cooperation with the police to report crimes and assist investigations is essential for deterring
violence and holding perpetrators accountable. Reinforcing the partnership between law
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enforcement and communities 1s imperative for combating crime and achieving lasting public
safety.

It is therefore the policy of my Administration to increase public trust and enhance public
safety and security by encouraging equitable and community-oriented policing. We must commit
to new practices in law enforcement recruitment, hiring, promotion, and retention, as well as
training, oversight, and accountability. Insufficient resources, including those dedicated to
support officer wellness—needed more than ever as officers confront rising crime and the effects
of the coronavirus disease 2019 (COVID-19) pandemic—jeopardize the law enforcement
community's ability to build and retain a highly qualified and diverse professional workforce. We
must work together to ensure that law enforcement agencies have the resources they need as well
as the capacity to attract, hire, and retain the best personnel, including resources to institute
screening mechanisms to identify unqualified applicants and to support officers in meeting the
stresses and challenges of the job. We must also ensure that law enforcement agencies reflect the
communities they serve, protect all community members equally, and offer comprehensive
training and development opportunities to line officers and supervisors alike.

Building trust between law enforcement agencies and the communities they are sworn to
protect and serve also requires accountability for misconduct and transparency through data
collection and public reporting. It requires proactive measures to prevent profiling based on actual
or perceived race, ethnicity, national origin, religion, sex (including sexual orientation and gender
identity), or disability, imncluding by ensuring that new law enforcement technologies do not
exacerbate disparities based on these characteristics. It includes ending discriminatory pretextual
stops and offering support for evidence-informed, innovative responses to people with substance
use disorders; people with mental health needs; veterans; people with disabilities; vulnerable
youth; people who are victims of domestic violence, sexual assault, or tratficking; and people
experiencing homelessness or living in poverty. It calls for improving and clarifying standards for
police activities such as the execution of search warrants and the use of force.

Many law enforcement agencies across the country—including at the Federal, State, Tribal,
local, and territorial level—have already undertaken important efforts to modernize policing and
make our broader criminal justice system more effective and more equitable. Their work has
inspired many of the provisions of this order. These agencies—and the officers who serve within
them—deserve recognition for their leadership and appreciation for setting a standard that others
can follow. This order seeks to recognize these key reforms and implement them consistently
across Federal law enforcement agencies. Through this order, the Federal Government will also
seek to provide State, Tribal, local, and territorial law enforcement agencies with the guidance
and support they need to advance their own efforts to strengthen public trust and improve public
safety.

It is also the policy of my Administration to ensure that conditions of confinement are safe
and humane, and that those who are incarcerated are not subjected to unnecessary or excessive
uses of force, are free from prolonged segregation, and have access to quality health care,
including substance use disorder care and mental health care. We must provide people who are
incarcerated with meaningful opportunities for rehabilitation and the tools and support they need
to transition successfully back to society. Individuals who have been involved in the criminal
justice system face many barriers in transitioning back into society, including limited access to
housing, public benefits, health care, trauma-informed services and support, education, nutrition,
employment and occupational licensing, credit, the ballot, and other critical opportunities.
Lowering barriers to reentry is essential to reducing recidivism and reducing crime.

Finally, no one should be required to serve an excessive prison sentence. When the Congress
passed the First Step Act of 2018 (Public Law 115-391), it sought to relieve people from unfair

Lo
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and unduly harsh sentences, including those driven by harsh mandatory minimums and the unjust
sentencing disparity between crack and powder cocaine offenses. My Administration will fully
implement the First Step Act, including by supporting sentencing reductions in appropriate cases
and by allowing eligible incarcerated people to participate in recidivism reduction programming
and earn time credits.

With these measures, together we can strengthen public safety and the bonds of trust
between law enforcement and the community and build a criminal justice system that respects the
dignity and equality of all in America.

Sec. 2. Sharing of Federal Best Practices with State, Tribal, Local, and Territorial Law
Enforcement Agencies to Enhance Accountability. (a) Independent Investigations of In-Custody
Deaths. The Attorney General shall issue guidance to State, Tribal, local, and territorial law
enforcement agencies (LEAs) regarding best practices for conducting independent criminal
investigations of deaths in custody that may involve conduct by law enforcement or prison
personnel.

(b) Improving Training for Investigations into Deprivation of Rights Under Color of Law.
The Attorney General shall assess the steps necessary to enhance the Department of Justice's
(DOJ's) capacity to investigate law enforcement deprivation of rights under color of law,
including through improving and increasing training of Federal law enforcement officers, their
supervisors, and Federal prosecutors on how to investigate and prosecute cases involving the
deprivation of rights under color of law pursuant to 18 U.S.C. 242. The Attorney General shall
also, as appropriate, provide guidance, technical assistance, and training to State, Tribal, local,
and territorial investigators and prosecutors on best practices for investigating and prosecuting
civil rights violations under applicable law.

(¢) Pattern or Practice Investigations. The Attorney General shall consider ways in which
the DOJ could strengthen communication with State Attorneys General to help identify relevant
data, complaints from the public, and other information that may assist the DOJ's investigations
of patterns or practices of misconduct by law enforcement officers, including prosecutors,
pursuant to 34 U.S.C. 12601 and other statutes. The Attomey General shall also develop training
and technical assistance for State, local, and territorial officials who have similar investigatory
authority.

(d) Ensuring Timely Investigations. The heads of all Federal LEAs shall assess whether any
of their respective agency's policies or procedures cause unwarranted delay in investigations of
Federal law enforcement officers for incidents involving the use of deadly force or deaths in
custody, including delays in interagency jurisdictional determinations and subject and witness
interviews, and shall, without abrogating any collective bargaining obligations, make changes as
appropriate to ensure the integrity and effectiveness of such investigations. Within 240 days of
the date of this order, the Attorney General, the Secretary of Homeland Security, and the heads of
other executive departments and agencies (agencies) with law enforcement authority shall report
to the President what, if any, changes to their respective policies or practices they have made.

(e) Ensuring Thorough Investigations. The Attorney General shall instruct the Federal
Bureau of Investigation (FBI) and all United States Attorneys to coordinate closely with the
internal oversight bodies of Federal LEAs to ensure that, without abrogating any collective
bargaining obligations, for incidents involving the use of deadly force or deaths in custody, initial
investigative efforts (including evidence collection and witness interviews) preserve the
information required to complete timely administrative investigations as required by the Death in
Custody Reporting Act of 2013 (Public Law 113-242) and agency use-of-force guidelines.
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(f) Ensuring Timely and Consistent Discipline. The heads of all Federal LEAs shall assess
whether any of their respective agency's policies or procedures cause unwarranted delay or
inconsistent application of discipline for incidents involving the use of deadly force or deaths in
custody, and shall, without abrogating any collective bargaining obligations, make changes as
appropriate. Within 240 days of the date of this order, the Attorney General, the Secretary of
Homeland Security, and the heads of other Federal LEAs shall report to the President what, if
any, changes to their respective policies or practices they have made.

Sec. 3. Strengthening Officer Recruitment, Hiring, Promotion, and Retention Practices. (a)
Within 180 days of the date of this order, the Director of the Office of Personnel Management
shall convene and chair an interagency working group to strengthen Federal law enforcement
recruitment, hiring, promotion, and retention practices, with particular attention to promoting an
inclusive, diverse, and expert law enforcement workforce, culminating in an action plan to be
published within 365 days of the date of this order. The interagency working group shall consist
of the heads of Federal LEAs and shall consult with other stakeholders, such as law enforcement
organizations. The interagency working group shall, to the extent possible, coordinate on the
development of a set of core policies and best practices to be used across all Federal LEAs
regarding recruitment, hiring, promotion, and retention, while also 1dentifying any agency-
specific unique recruitment, hiring, promotion, and retention challenges. As part of this process,
the interagency working group shall:

(1) assess existing policies and identify and share best practices for recruitment and
hiring, including by considering the merits and feasibility of recruiting law enforcement
officers who are representative of the communities they are sworn to serve (including
recruits who live in or are from these communities) and by considering the
recommendations made in the Federal LEAs' strategic plans required under Executive
Order 14035 of June 25, 2021 (Diversity, Equity, Inclusion, and Accessibility in the
Federal Workforce):

(i1) assess existing policies and identify and share best practices for promotion and
retention, including by identifying ways to expand mentorship and leadership
development opportunities for law enforcement officers;

(111) develop best practices for ensuring that performance evaluations and promotion
decisions for Federal law enforcement officers include an assessment of the officer's
adherence to agency policies, and that performance evaluations and promotion
decisions for supervisors include an assessment of the supervisor's effectiveness in
addressing misconduct by officers they supervise; and

(1v) develop best practices for conducting background investigations and implementing
properly validated selection procedures, including vetting mechanisms and ongoing
employment screening, that, consistent with the First Amendment and all applicable
laws, help avoid the hiring and retention of law enforcement officers who promote
unlawful violence, white supremacy, or other bias against persons based on race,
ethnicity, national origin, religion, sex (including sexual orientation and gender
identity), or disability.

(b) Within 180 days of the publication of the interagency working group's action plan
described in subsection (a) of this section, the heads of Federal LEAs shall update and implement
their policies and protocols for recruiting, hiring, promotion, and retention, consistent with the
core policies and best practices identitied and developed pursuant to subsection (a) of this section.
Such policies and protocols shall include mechanisms for Federal LEAs to regularly assess the
effectiveness of their recruitment, hiring, promotion, and retention practices in accomplishing the
goals of subsection (a) of this section.
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(c¢) The heads of Federal LEAs shall develop and implement protocols for background
investigations and screening mechanisms, consistent with the best practices identified and
developed pursuant to subsection (a) of this section, for State, Tribal, local, and territorial law
enforcement participation in programs or activities over which Federal agencies exercise control,
such as joint task forces or international training and technical assistance programs, including
programs managed by the Department of State and the Department of Justice.

(d) The Attorney General shall develop guidance regarding best practices for State, Tribal,
local, and territorial LEAs seeking to recruit, hire, promote, and retain highly qualified and
service-oriented officers. In developing this guidance, the Attorney General shall consult with
State, Tribal, local, and territorial law enforcement, as appropriate, and shall incorporate the best
practices identified by the interagency working group established pursuant to subsection (a) of
this section.

Sec. 4. Supporting Olfficer Wellness. (a) Within 180 days of the date of this order, the
Attorney General shall, in coordination with the Secretary of Health and Human Services (HHS),
develop and publish a report on best practices to address law enforcement officer wellness,
including support for officers experiencing substance use disorders, mental health issues, or
trauma from their duties. This report shall:

(1) consider the work undertaken already pursuant to the Law Enforcement Mental
Health and Wellness Act of 2017 (Public Law 115-113); and

(11) identify existing and needed resources for supporting law enforcement officer
wellness.

(b) Upon publication of these best practices, the Attorney General and the heads of all other
Federal LEAs shall assess their own practices and policies for Federal officer wellness and
develop and implement changes as appropriate.

(c) The Attormey General shall, in coordination with the Secretary of HHS and in
consultation with multidisciplinary experts and stakeholders, including the National Consortium
on Preventing Law Enforcement Suicide and other law enforcement organizations, conduct an
assessment of current efforts and available evidence on suicide prevention and present to the
President within 180 days of the date of this order evidence-informed recommendations regarding
the prevention of death by suicide of law enforcement officers. These recommendations shall also
identify methods to encourage submission of data from Federal, State, Tribal, local, and territorial
LEAs to the FBI's Law Enforcement Suicide Data Collection, in a manner that respects the
privacy interests of law enforcement officers and is consistent with applicable law.

Sec. 5. Establishing a National Law Enforcement Accountability Database. (a) The Attorney
General shall, within 240 days of the date of this order, establish the National Law Enforcement
Accountability Database (Accountability Database) as a centralized repository of official records
documenting instances of law enforcement officer misconduct as well as commendations and
awards. The Attorney General shall ensure that the establishment and administration of the
Accountability Database is consistent with the Privacy Act of 1974 and all other applicable laws,
and respects appropriate due process protections for law enforcement officers included in the
Accountability Database.

(b) The Attorney General, in consultation with the heads of other agencies as appropriate,
shall take the following actions with respect to the Accountability Database established pursuant
to subsection (a) of this section:

(1) include in the Accountability Database all available information that the Attorney
General deems necessary, appropriate, and consistent with law and with considerations
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of victim confidentiality, concerning misconduct by Federal law enforcement officers
relevant to carrying out their official duties;

(i1) include in the Accountability Database, to the maximum extent permitted by law,
official records documenting officer misconduct, including, as appropriate: records of
criminal convictions; suspension of a law enforcement officer's enforcement authorities,
such as de-certification; terminations; civil judgments, including amounts (if publicly
available), related to official duties; and resignations or retirements while under
investigation for serious misconduct or sustained complaints or records of disciplinary
action based on findings of serious misconduct;

(111) include n the Accountability Database records of officer commendations and
awards, as the Attorney General deems appropriate; and

(iv) establish appropriate procedures to ensure that the records stored in the
Accountability Database are accurate, including by providing officers with sufficient
notice and access to their records, as well as a full and fair opportunity to request
amendment or removal of any information about themselves from the Accountability
Database on the grounds that it is inaccurate or that it is predicated on an official
proceeding that lacked appropriate due process protections.

(¢) Requirements for the submission of information to the Accountability Database are as
follows:

(1) the heads of Federal LEAs shall submit the information determined appropriate for
inclusion by the Attorney General under subsection (b) of this section on a quarterly
basis, beginning no later than 60 days from the establishment of the Accountability
Database; and

(11) the Attorney General shall encourage State, Tribal, local, and territorial LEAs to
contribute to and use the Accountability Database in a manner consistent with
subsection (b)(i) of this section and as permitted by law. The Attorney General shall
also issue appropriate guidance and technical assistance to further this goal.

(d) In establishing the Accountability Database under subsection (a) of this section, the
Attorney General shall:

(1) make use of Federal records from DOJ databases to the maximum extent permitted
by law;

(11) make use of information held by other agencies or entities by entering into
agreements with the heads of other agencies or entities, as necessary and appropriate;

(111) make use of publicly accessible and reliable sources of information, such as court
records, as necessary and appropriate; and

(1v) make use of information submitted by State, Tribal, local, and territorial LEAs, as
necessary and appropriate.

(e) The heads of Federal LEAs shall ensure that the Accountability Database established
pursuant to subsection (a) of this section is used, as appropriate and consistent with applicable
law, in the hiring, job assignment, and promotion of law enforcement officers within Federal
LEAs, as well as in the screening of State, Tribal, local, and territorial law enforcement officers
who participate in programs or activities over which Federal agencies exercise control, such as
joint task forces or international training and technical assistance programs, including programs
managed by the Department of State and the DOJ.

Enclosure (2)



OIG 2434
January 17, 2023

(f) The Attorney General shall establish procedures for the submission of employment-
related inquiries by Federal, State, Tribal, local, and territorial LEAs, and for the provision, upon
such a query, of relevant information to the requestor as appropriate. The Attorney General shall
develop guidance and provide technical assistance to encourage State, Tribal, local, and territorial
LEAs to integrate use of the Accountability Database established pursuant to subsection (a) of
this section into their hiring decisions, consistent with applicable law.

(2) The Attorney General shall ensure that all access to the Accountability Database
established pursuant to subsection (a) of this section is consistent with applicable law, and shall
also take the following steps related to public access to the Accountability Database:

(1) publish on at least an annual basis public reports that contain anonymized data from
the Accountability Database aggregated by law enforcement agency and by any other
factor determined appropriate by the Attorney General, in a manner that does not
jeopardize law enforcement officer anonymity due to the size of the agency or other
factors; and

(11) assess the feasibility of what records from the Accountability Database may be
accessible to the public and the manner in which any such records may be accessible by
the public, taking into account the critical need for public trust, transparency, and
accountability, as well as the duty to protect the safety, privacy, and due process rights
of law enforcement officers who may be identified in the Accountability Database,
including obligations under the Privacy Act of 1974 and any other relevant legal
obligations; protection of sensitive law enforcement operations; and victim, witness,
and source confidentiality.

(h) The Attorney General shall determine whether additional legislation or appropriation of
funds is needed to achieve the full objectives of this section.

Sec. 6. Improving Use-of-Force Data Collection. (a) Within 180 days of the date of this
order, the heads of Federal LEAs shall submit data on a monthly basis to the FBI National Use-
of-Force Data Collection (Use-of-Foree Database), in accordance with the definitions and
categories set forth by the FBI. To the extent not already collected, such data shall include either
all deaths of a person due to law enforcement use of force (including deaths in custody incident to
an official use of force); all serious bodily injuries of a person due to law enforcement use of
force; all discharges of a firearm by law enforcement at or in the direction of a person not
otherwise resulting in death or serious bodily injury; or, if applicable, a report for each category
that no qualifying incidents occurred and:

(1) information about the incident, including date, time, and location; the reason for
initial contact; the offenses of which the subject was suspected, if any; the charges filed
against the suspect by a prosecutor, if any; and the National Incident-Based Reporting
System (NIBRS) record or local incident number of the report;

(11) information about the subject of the use of force, including demographic data by
subcategory to the maximum extent possible; types of force used against the subject;
resulting injuries or death; and reason for the use of force, including any threat or
resistance from, or weapon possessed by, the subject;

(111) information about the officers involved, including demographic data by
subcategory to the maximum extent possible; years of service in law enforcement and
employing agency at the time of the incident; and resulting injuries or death; and

(1v) such other information as the Attorney General deems appropriate.
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(b) The Attorney General, in consultation with the United States Chief Technology Officer,
shall work with State, Tribal, local, and territorial LEAs to identify the obstacles to their
participation in the Use-of-Force Database; to reduce the administrative burden of reporting by
using existing data collection efforts and improving those LEASs' experience; and to provide
training and technical assistance to those LEAs to encourage and facilitate their regular
submission of use-of-force information to the Use-of-Force Database.

(c) The Attorney General shall, in a manner that does not reveal the identity of any victim or
law enforcement officer, publish quarterly data collected pursuant to subsection (a) of this section
and make the data available for research and statistical purposes, in accordance with the standards
of data privacy and integrity required by the Office of Management and Budget (OMB).

(d) The Attorney General shall also provide training and technical assistance to encourage
State, Tribal, local, and territorial LEAs to submit information to the Law Enforcement Officers
Killed and Assaulted Data Collection program of the FBI's Uniform Crime Reporting Program.

(e) The Attorney General shall publish a report within 120 days of the date of this order on
the steps the DOJ has taken and plans to take to fully implement the Death in Custody Reporting
Act of 2013.

Sec. 7. Banning Chokeholds and Carotid Restraints. (a) The heads of Federal LEAs shall, as
soon as practicable, but no later than 90 days from the date of this order, ensure that their
respective agencies issue policies with requirements that are equivalent to, or exceed, the
requirements of the policy issued by the DOJ on September 13, 2021, which generally prohibits
the use of chokeholds and carotid restraints except where the use of deadly force is authorized by
law.

(b) The head of every Federal LEA shall incorporate training consistent with this section.

Sec. 8. Providing Federal Law Enforcement Officers with Clear Guidance on Use-of-Force
Standards. (a) The heads of Federal LEAs shall, as soon as practicable but no later than 90 days
from the date of this order, ensure that their respective agencies issue policies with requirements
that reflect principles of valuing and preserving human life and that are equivalent to, or exceed,
the requirements of the policy issued by the DOJ on May 20, 2022, which establishes standards
and obligations for the use of force.

(b) The heads of Federal LEAs shall, within 365 days of the date of this order, incorporate
annual, evidence-informed training for their respective law enforcement officers that is consistent
with the DOJ's use-of-force policy; implement early warning systems or other risk management
tools that enable supervisors to identify problematic conduct and appropriate interventions to help
prevent avoidable uses of force; and ensure the use of effective mechanisms for holding their law
enforcement officers accountable for violating the policies addressed in subsection (a) of this
section, consistent with sections 2(f) and 3(a)(iii) of this order.

Sec. 9. Providing Anti-Bias Training and Guidance. (a) Within 180 days of the date of this
order, the Director of the Office of Personnel Management and the Attorney General shall
develop an evidence-informed training module for law enforcement officers on implicit bias and
avoiding improper profiling based on the actual or perceived race, ethnicity, national origin,
limited English proficiency, religion, sex (including sexual orientation and gender identity), or
disability of individuals.

(b) The heads of Federal LEAs shall, to the extent consistent with applicable law, ensure that
their law enforcement officers complete such training annually.
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(c) The heads of Federal LEASs shall, to the extent consistent with applicable law, establish
that effective procedures are in place for receiving, investigating, and responding meaningfully to
complaints alleging improper profiling or bias by Federal law enforcement officers.

(d) Federal agencies that exercise control over joint task forces or mternational training and
technical assistance programs in which State, Tribal, local, and territorial officers participate shall
include training on implicit bias and profiling as part of any training program required by the
Federal agency for officers participating in the task force or program.

(¢) The Attorney General, in collaboration with the Secretary of Homeland Security and the
heads of other agencies as appropriate, shall assess the implementation and effects of the DOJI's
December 2014 Guidance for Federal Law Enforcement Agencies Regarding the Use of Race,
Ethnieity, Gender, National Origin, Religion, Sexual Orientation, or Gender Identity; consider
whether this guidance should be updated; and report to the President within 180 days of the date
of this order as to any changes to this guidance that have been made.

Sec. 10. Restricting No-Knock Entries. (a) The heads of Federal LEAs shall, as soon as
practicable, but no later than 60 days from the date of this order, ensure that their respective
agencies issue policies with requirements that are equivalent to, or exceed, the requirements of
the policy issued by the DOJ on September 13, 2021, which limits the use of unannounced
entries, often referred to as "no-knock entries," and provides guidance to ensure the safe
execution of announced entries.

(b) The heads of Federal LEAs shall maintain records of no-knock entries.

(c) The heads of Federal LEAs shall issue annual reports to the President—and post the
reports publicly—setting forth the number of no-knock entries that occurred pursuant to judicial
authorization; the number of no-knock entries that occurred pursuant to exigent circumstances;
and disaggregated data by circumstances for no-knock entries in which a law enforcement officer
or other person was injured in the course of a no-knock entry.

Sec. 11. Assessing and Addressing the Effect on Communities of Use of Force by Law
Enforcement. (a) The Secretary of HHS shall, within 180 days of the date of this order, conduct a
nationwide study of the community effects of use of force by law enforcement officers (whether
lawtul or unlawful) on physical, mental, and public health, including any disparate impacts on
communities of color, and shall publish a public report including these findings.

(b) The Attorney General, the Secretary of HHS, and the Director of OMB shall, within 60
days of the completion of the report described in subsection (a) of this section, provide a report to
the President outlining what resources are available and what additional resources may be needed
to provide widely and freely accessible mental health and social support services for individuals
and communities affected by incidents of use of force by law enforcement officers.

(c) The Attorney General, in collaboration with the heads of other agencies as appropriate,
shall issue guidance for Federal, State, Tribal, local, and territorial LEAs on best practices for
planning and conducting law enforcement-community dialogues to improve relations and
communication between law enforcement and communities, particularly following incidents
mvolving use of deadly force.

(d) Within 180 days of the date of this order, the Attorney General, in collaboration with the
heads of other agencies as appropriate, shall issue guidance for Federal, State, Tribal, local, and
territorial LEAs, or other entities responsible for providing official notification of deaths in
custody, on best practices to promote the timely and appropriate notification of, and support to,
family members or emergency contacts of persons who die in correctional or LEA custody,
including deaths resulting from the use of force.
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(e) After the issuance of the guidance described in subsection (d) of this section, the heads of
Federal LEASs shall assess and revise their policies and procedures as necessary to accord with
that guidance.

Sec. 12. Limiting the Transfer or Purchase of Certain Military Equipment by Law
Enforcement. (a) The Secretary of the Treasury, the Secretary of Defense, the Attorney General,
the Secretary of Homeland Security, and the Administrator of General Services shall each review
all programs and authorities concerning property transfers to State, Tribal, local, and territorial
LEAs, or property purchases by State, Tribal, local, and territorial LEAs either with Federal funds
or from Federal agencies or contractors, including existing transfer contracts or grants. Within 60
days of the date of this order, the Secretary of the Treasury, the Secretary of Defense, the
Attorney General, the Secretary of Homeland Security, and the Administrator of General Services
shall determine whether, pursuant to this order, such transfers or purchases can, consistent with
applicable law, be prohibited beyond existing restrictions and, if so, shall further prohibit any
such transfers or purchases, of the following property to the extent not already prohibited:

(1) firearms of .50 or greater caliber;

(i1) ammunition of .50 or greater caliber;

(111) firearm silencers, as defined in 18 U.S.C. 921(a)(24);
(iv) bayonets;

(v) grenade launchers;

(vi) grenades (including stun and flash-bang);

(vi1) explosives (except for explosives and percussion actuated non-electric disruptors
used for aceredited bomb squads and explosive detection canine training);

(vii1) any vehicles that do not have a commercial application, mcluding all tracked and
armored vehicles, unless the LEA certifies that the vehicle will be used exclusively for
disaster-related emergencies; active shooter scenarios; hostage or other search and
rescue operations; or anti-terrorism preparedness, protection, prevention, response,
recovery, or relief;

(ix) weaponized drones and weapons systems covered by DOD Directive 3000.09 of
November 21, 2012, as amended (Autonomy in Weapon Systems);

(x) aircraft that are combat-configured or combat-coded, have no established
commercial flight application, or have no application for disaster-related emergencies;
active shooter scenarios; hostage or other search and rescue operations; or anti-
terrorism preparedness, protection, prevention, response, recovery, or relief; and

(x1) long-range acoustic devices that do not have a commercial application.

(b) Federal agencies shall review and take all necessary action, as appropriate and consistent
with applicable law, to comply with and implement the recommendations established by the
former Law Enforcement Equipment Working Group (LEEWG) pursuant to Executive Order
13688 of January 16, 2015 (Federal Support for Local Law Enforcement Equipment Acquisition),
as contained in the LEEWG's May 2015 Report (Recommendations Pursuant to Executive Order
13688, Federal Support for Local Law Enforcement Equipment Acquisition), and October 2016
Implementation Update (Recommendations Pursuant to Executive Order 13688, Federal Support
for Local Law Enforcement Equipment Acquisition). To the extent that there is any inconsistency
between this order and either the LEEWG's May 2015 Report or October 2016 Implementation
Update, this order shall supersede those documents.
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(¢) Prior to transferring any property included in the "controlled equipment list" within the
October 2016 Implementation Update referenced in subsection (b) of this section, the agencies
listed in subsection (a) of this section shall take all necessary action, as appropriate and consistent
with applicable law, to ensure that the recipient State, Tribal, local, or territorial LEA:

(1) submits to that agency a description of how the recipient expects to use the property
and demonstrates that the property will be tracked in an asset management system;

(11) certifies that if the recipient determines that the property 1s surplus to its needs, the
recipient will return the property;

(iii) certifies that the recipient notified the local community of its request for the
property and translated the notification into appropriate languages to inform individuals
with limited English proficiency, and certifies that the recipient notified the city council
or other local governing body of its intent to request the property and that the request
comports with all applicable approval requirements of the local governing body; and

(1v) agrees to return the property if the DOJ determines or a Federal, State, Tribal, local,
or territorial court enters a final judgment finding that the LEA has engaged in a pattern
or practice of civil rights violations.

Sec. 13. Ensuring Appropriate Use of Body-Worn Cameras and Advanced Law Enforcement
Technologies. (a) The heads of Federal LEAs shall take the following actions with respect to
body-worn camera (BWC) policies:

(1) As soon as practicable, but no later than 90 days from the date of this order, the
heads of Federal LEAs shall ensure that their respective agencies issue policies with
requirements that are equivalent to, or exceed, the requirements of the policy issued by
the DOJ on June 7, 2021, requiring the heads of certain DOJ law enforcement
components to develop policies regarding the use of BWC recording equipment. The
heads of Federal LEAs shall further identify the resources necessary to fully implement
such policies.

(ii) For Federal LEAs that regularly conduct patrols or routinely engage with the public
m response to emergency calls, the policies 1ssued under subsection (a)(1) of this section
shall be designed to ensure that cameras are worn and activated in all appropriate
circumstances, including during arrests and searches.

(111) The heads of Federal LEAs shall ensure that all BWC policies shall be publicly
posted and shall be designed to promote transparency and protect the privacy and civil
rights of members of the public.

(b) Federal LEAs shall include within the policies developed pursuant to subsection (a)(1) of
this section protocols for expedited public release of BWC video footage following incidents
involving serious bodily injury or deaths in custody, which shall be consistent with applicable
law, including the Privacy Act of 1974, and shall take into account the need to promote
transparency and accountability, the duty to protect the privacy rights of persons depicted in the
footage, and any need to protect ongoing law enforcement operations.

(¢) Within 365 days of the date of this order, the Attorney General, in coordination with the
Secretary of HHS and the Director of the Office of Science and Technology Policy (OSTP), shall
conduct a study that assesses the advantages and disadvantages of officer review of BWC footage
prior to the completion of initial reports or interviews concerning an incident involving use of
force, including an assessment of current scientific research regarding the effects of such review.
Within 180 days of the completion of that study, the Attorney General, in coordination with the
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Secretary of HHS, shall publish a report detailing the findings of that study, and shall identify
best practices regarding law enforcement officer review of BWC footage.

(d) Within 180 days of the date of this order, the Attorney General shall request the National
Academy of Sciences (NAS), through its National Research Council, to enter into a contract to:

(1) conduct a study of facial recognition technology, other technologies using biometric
information, and predictive algorithms, with a particular focus on the use of such
technologies and algorithms by law enforcement, that includes an assessment of how
such technologies and algorithms are used, and any privacy, civil rights, civil liberties,
accuracy, or disparate impact concerns raised by those technologies and algorithms or
their manner of use; and

(i1) publish a report detailing the findings of that study, as well as any recommendations
for the use of or for restrictions on facial recognition technologies, other technologies
using biometric information, and predictive algorithms by law enforcement.

(e) The Attorney General, the Secretary of Homeland Security, and the Director of OSTP
shall jointly lead an interagency process regarding the use by LEAs of facial recognition
technology, other technologies using biometric information, and predictive algorithms, as well as
data storage and access regarding such technologies, and shall:

(1) ensure that the interagency process addresses safeguarding privacy, civil rights, and
civil liberties, and ensure that any use of such technologies 1s regularly assessed for
accuracy 1 the specific deployment context; does not have a disparate impact on the
basis of race, ethnicity, national origin, religion, sex (including sexual orientation and
gender identity), or disability; and is consistent with the policy announced in section 1
of this order;

(11) coordinate and consult with:
(A) the NAS, including by incorporating and responding to the study described in
subsection (d)(1) of this section;
(B) the Subcommittee on Artificial Intelligence and Law Enforcement established
by section 5104(e) of the National Artificial Intelligence Initiative Act of 2020
(D1vision E of Public Law 116-283); and
(C) law enforcement, civil rights, civil liberties, criminal defense, and data privacy
organizations; and

(iii) within 18 months of the date of this order, publish a report that:
(A) identifies best practices, specifically addressing the concerns identified in
subsection (e)(1) of this section;
(B) describes any changes made to relevant policies of Federal LEAs; and
(C) recommends guidelines for Federal, State, Tribal, local, and territorial LEAs,
as well as technology vendors whose goods or services are procured by the Federal
Government, on the use of such technologies, including electronic discovery
obligations regarding the accuracy and disparate impact of technologies employed
in specific cases.

(f) The heads of Federal LEASs shall review the conclusions of the interagency process
described in subsection (e) of this section and, where appropriate, update each of their respective
agency's policies regarding the use of facial recognition technology, other technologies using
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biometric information, and predictive algorithms, as well as data storage and access regarding
such technologies.

Sec. 14. Promoting Comprehensive and Collaborative Responses to Persons in Behavioral
or Mental Health Crisis. (a) Within 180 days of the date of this order, the Attorney General and
the Secretary of HHS, in coordination with the heads of other agencies and after consultation with
stakeholders, including service providers, nonprofit organizations, and law enforcement
organizations, as appropriate, shall assess and issue guidance to State, Tribal, local, and territorial
officials on best practices for responding to calls and interacting with persons in behavioral or
mental health crisis or persons who have disabilities.

(b) The assessment made under subsection (a) of this section shall draw on existing evidence
and include consideration of co-responder models that pair law enforcement with health or social
work professionals; alternative responder models, such as mobile crisis response teams for
appropriate situations; community-based crisis centers and the facilitation of post-crisis support
services, including supported housing, assertive community treatment, and peer support services;
the risks associated with administering sedatives and pharmacological agents such as ketamine
outside of a hospital setting to subdue individuals in behavioral or mental health crisis (including
an assessment of whether the decision to administer such agents should be made only by
individuals licensed to prescribe them); and the Federal resources, including Medicaid, that can
be used to implement the identified best practices.

Sec. 15. Supporting Alternatives to Arrest and Incarceration and Enhancing Reentry. (a)
There is established a Federal Interagency Alternatives and Reentry Committee (Committee), to
be chaired by the Assistant to the President for Domestic Policy.

(b) Committee members shall include:
(i) the Secretary of the Treasury;
(11) the Attorney General;
(111) the Secretary of the Interior;
(1v) the Secretary of Agriculture;
(v) the Secretary of Commerce;
(v1) the Secretary of Labor;
(vi1) the Secretary of HHS,
(viii) the Secretary of Housing and Urban Development;
(ix) the Secretary of Transportation;
(x) the Secretary of Energy;
(x1) the Secretary of Education;
(x11) the Secretary of Veterans Affairs;
(xii1) the Secretary of Homeland Security;
(xiv) the Director of OMB;
(xv) the Administrator of the Small Business Administration;
(xv1) the Counsel to the President;

(xvii) the Chief of Staff to the Vice President;
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(xvii1) the Chair of the Council of Economic Advisers;
(xix) the Director of the National Economic Council;

(xx) the Director of OSTP;

(xxi) the Director of National Drug Control Policy;

(xxii) the Director of the Office of Personnel Management;

(xx1i1) the Chief Executive Officer of the Corporation for National and Community
Service;

(xxiv) the Executive Director of the Gender Policy Council; and

(xxv) the heads of such other executive departments, agencies, and offices as the Chair
may designate or invite.

(¢) The Committee shall consult and coordinate with the DOJ Reentry Coordination Council,
which was formed in compliance with the requirement of the First Step Act that the Attorney
General convene an interagency effort to coordinate on Federal programs, policies, and activities
relating to the reentry of individuals returning from incarceration to the community. See sec.
505(a) of the First Step Act. The Committee may consult with other agencies; Government
officials; outside experts; interested persons; service providers; nonprofit organizations; law
enforcement organizations; and State, Tribal, local, and territorial governments, as appropriate.

(d) The Committee shall develop and coordinate implementation of an evidence-informed
strategic plan across the Federal Government within 200 days of the date of this order to advance
the following goals, with particular attention to reducing racial, ethnic, and other disparities in the
Nation's criminal justice system:

(1) safely reducing unnecessary criminal justice interactions, including by advancing
alternatives to arrest and incarceration; supporting effective alternative responses to
substance use disorders, mental health needs, the needs of veterans and people with
disabilities, vulnerable youth, people who are victims of domestic violence, sexual
assault, or trafficking, and people experiencing homelessness or living in poverty;
expanding the availability of diversion and restorative justice programs consistent with
public safety; and recommending effective means of addressing minor traffic and other
public order infractions to avoid unnecessarily taxing law enforcement resources;

(11) supporting rehabilitation during incarceration, such as through educational
opportunities, job training, medical and mental health care, trauma-informed care,
substance use disorder treatment and recovery support, and continuity of contact with
children and other family members; and

(111) facilitating reentry into society of people with criminal records, including by
providing support to promote success after incarceration; sealing or expunging criminal
records, as appropriate; and removing barriers to securing government-issued
identification, housing, employment, occupational licenses, education, health insurance
and health care, public benefits, access to transportation, and the right to vote.

(e) With respect to the goals described in subsections (d)(1) and (d)(i1) of this section, the
Committee's strategic plan shall make recommendations for State, Tribal, local, and territorial
criminal justice systems. With respect to the goal described in subsection (d)(ii1) of this section,
the Committee's strategic plan shall make recommendations for Federal, State, Tribal, local, and
territorial criminal justice systems, and shall be informed by the Attorney General's review
conducted pursuant to subsection (f) of this section. Following the 200 days identified in
subsection (d) of this section, all agency participants shall continue to participate in, and provide
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regular updates to, the Committee regarding their progress in achieving the goals described in
subsections (d)(1) through (ii1) of this section.

(f) Within 150 days of the date of this order, the Attorney General shall submit a report to
the President that provides a strategic plan to advance the goals in subsections (d)(i1) and (d)(ii1)
of this section as they relate to the Federal criminal justice system. In developing that strategic
plan, the Attorney General shall, as appropriate, consult with the heads of other relevant agencies
to improve the Federal criminal justice system, while sateguarding the DOJ's independence and
prosecutorial discretion.

(g) The Committee and the Attorney General's efforts pursuant to this section may
incorporate and build upon the report to the Congress 1ssued pursuant to section 505(b) of the
First Step Act. The Committee may refer the consideration of specific topics to be separately
considered by the DOJ Reentry Coordination Council, with the approval of the Attorney General.

(h) Within 90 days of the date of this order and annually thereafter, and after appropriate
consultation with the Administrative Office of the United States Courts, the United States
Sentencing Commission, and the Federal Defender Service, the Attorney General shall coordinate
with the DOJ Reentry Coordination Council and the DOJ Civil Rights Division to publish a
report on the following data, disaggregated by judicial district:

(1) the resources currently available to individuals on probation or supervised release,
and the additional resources necessary to ensure that the employment, housing,
educational, and reentry needs of offenders are fulfilled; and

(11) the number of probationers and supervised releasees revoked, modified, or
reinstated for Grade A, B, and C violations, disaggregated by demographic data and the
mean and median sentence length for each demographic category.

Sec. 16. Supporting Safe Conditions in Prisons and Jails. (a) For the duration of the HHS
public health emergency declared with respect to COVID—-19, the Attorney General shall
continue to implement the core public health measures, as appropriate, of masking, distancing,
testing, and vaccination in Federal prisons. In addition, the Attorney General shall undertake, as
appropriate, the following actions within 120 days of the date of this order:

(1) updating Federal Bureau of Prisons (BOP) and United States Marshals Service
(USMS) procedures and protocols, in consultation with the Secretary of HHS, as
appropriate, to facilitate COVID-19 testing of BOP staff and individuals in BOP
custody who are asymptomatic or symptomatic and do not have known, suspected, or
reported exposure to SARS—CoV-2, the virus that causes COVID-19;

(11) updating BOP and USMS procedures and protocols, in consultation with the
Secretary of HHS, to identify alternatives consistent with public health
recommendations to the use of facility-wide lockdowns to prevent the transmission of
SARS-CoV-2, or to the use of restrictive housing for detainees and prisoners who have
tested positive for SARS—-CoV-2 or have known, suspected, or reported exposure;

(111) 1dentifying the number of individuals who meet the eligibility requirements under
the CARES Act (Public Law 116-136), the First Step Act, 18 U.S.C. 3582(¢), 18
U.S.C. 3622, and 18 U.S.C. 3624, for release as part of the DOJ's efforts to mitigate the
impact and spread of COVID-19; and

(1v) expanding the sharing and publication of BOP and USMS data, in consultation with
the Secretary of HHS, regarding vaccination, testing, infections, and fatalities due to
COVID-19 among staft, prisoners, and detainees, in a manner that ensures the
thoroughness and accuracy of the data; protects privacy; and disaggregates the data by
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race, ethnicity, age, sex, disability, and facility, after consulting with the White House

COVID-19 Response Team, HHS, and the Equitable Data Working Group established
in Executive Order 13985 of January 20, 2021 (Advancing Racial Equity and Support

for Underserved Communities Through the Federal Government), as appropriate.

(b) The Attorney General shall take the following actions relating to other conditions of
confinement in Federal detention facilities:

(1) within 180 days of the date of this order, submit a report to the President detailing
steps the DOJ has taken, consistent with applicable law, to ensure that restrictive
housing in Federal detention facilities is used rarely, applied fairly, and subject to
reasonable constraints; to ensure that individuals in DOJ custody are housed in the least
restrictive setting necessary for their safety and the safety of staff, other prisoners and
detainees, and the public; to house prisoners as close to their families as practicable;
and to ensure the DOJ's full implementation, at a minimum, of the Prison Rape
Elimination Act of 2003 (Public Law 108-79) and the recommendations of the DOJ's
January 2016 Report and Recommendations Concerning the Use of Restrictive
Housing; and

(i1) within 240 days of the date of this order, complete a comprehensive review and
transmit a report to the President identifying any planned steps to address conditions of
confinement, including steps designed to improve the accessibility and quality of
medical care (including behavioral and mental health care), the specific needs of
women (including breast and cervical cancer screening, gynecological and reproductive
health care, and prenatal and postpartum care), the specific needs of juveniles
(including age-appropriate programming), recovery support services (including
substance use disorder treatment and trauma-informed care), and the environmental
conditions for all individuals in BOP and USMS custody.

Sec. 17. Advancing First Step Act Implementation. (a) The Attorney General is reviewing
and updating as appropriate DOJ regulations, policies, and guidance in order to fully implement
the provisions and intent of the First Step Act, and shall continue to do so consistent with the
policy announced in section 1 of this order. Within 180 days of the date of this order and annually
thereafter, the Attorney General shall, in consultation with the Director of OMB, submit a report
to the President summarizing:

(1) the rehabilitative purpose for each First Step Act expenditure and proposal for the
prior and current fiscal years, detailing the number of available and proposed dedicated
programming staff and resources, the use of augmentation among BOP staff, and BOP
staffing levels at each facility;

(i1) any additional funding necessary to fully implement the rehabilitative purpose of the
First Step Act, ensure dedicated programming staff for all prisoners, and address
staffing shortages in all BOP facilities; and

(111) the following information on the BOP's risk assessment tool, Prisoner Assessment
Tool Targeting Estimated Risk and Needs (PATTERN):

(A) the number of individuals released early due to Earned Time Credits who were
subsequently convicted and sentenced, as defined by United States Sentencing
Guideline sec. 4A1.1(a), in the year following their release, disaggregated by their
PATTERN risk level category of "Minimum," "Low," "Medium," or "High" at
time of release;
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(B) an assessment of any disparate impact of PATTERN, including the weighting
of static and dynamic risk factors and of the statutorily enumerated offenses and
prior convictions that render individuals ineligible to earn time credits; and

(C) a strategic plan and timeline to improve PATTERN, including by addressing
any disparities and developing a needs-based assessment system.

Sec. 18. Collecting Comprehensive Criminal Justice Statistics. (a) The Attorney General, in
consultation with the United States Chief Data Scientist and the United States Chief Statistician,
shall review the status of State, Tribal, local, and territorial LEAs transitioning from the Summary
Reporting System to the NIBRS in the FBI's Uniform Crime Reporting Program, and shall submit
a report to the President within 120 days of the date of this order summarizing the status of that
transition for State, Tribal, local, and territorial LEAs and including recommendations to
maximize participation in the NIBRS.

(b) Within 365 days of the date of this order, the Attorney General, through the Director of
the Bureau of Justice Statistics, and the Director of OMB, through the United States Chief
Statistician, shall jointly submit a report to the President detailing what, if any, steps the agencies
will take:

(1) to improve their current data collections, such as the National Crime Viectimization
Survey and the Police-Public Contact Survey Supplement, including how to ensure that
such data collections are undertaken and published annually, and that they include
victimization surveys that measure law enforcement use of foree; serious bodily injury
or death that occurs in law enforcement encounters; public trust in law enforcement;
and actual or perceived bias by demographic subgroups defined by race, ethnicity, and
sex (including sexual orientation and gender identity); and

(11) to improve the Law Enforcement Management and Administrative Statistics
Survey, with a focus on ensuring that such data collections are undertaken and
published regularly and measure law enforcement workforce data, use of force, public
trust in law enforcement, and actual or perceived bias.

(c) The Equitable Data Working Group established in Executive Order 13985 shall work
with the National Science and Technology Council to create a Working Group on Criminal
Justice Statistics (Working Group), which shall be composed of representatives of the Domestic
Policy Council and the office of the Counsel to the President, the DOJ, OMB, and OSTP, and
which shall, as appropriate, consult with representatives of the Federal Defender Services; civil
rights, civil liberties, data privacy, and law enforcement organizations; and criminal justice data
scientists.

(1) Within 365 days of the date of this order, the Working Group and the Assistant to the
President for Domestic Policy shall issue a report to the President that assesses current
data collection, use, and data transparency practices with respect to law enforcement
activities, including calls for service, searches, stops, frisks, seizures, arrests,
complaints, law enforcement demographics, and civil asset forfeiture.

(1) Within 365 days of the date of this order, the Working Group shall assess practices
and policies governing the acquisition, use, and oversight of advanced surveillance and
forensic technologies, including commercial cyber intrusion tools, by Federal, State,
Tribal, local, and territorial law enforcement, and shall include in the report referenced
in subsection (¢)(i) of this section recommendations based on this assessment that
promote equitable, transparent, accountable, constitutional, and effective law
enforcement practices.
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Sec. 19. Establishing Accreditation Standards. (a) The Attorney General shall develop and
implement methods to promote State, Tribal, local, and territorial LEAs seeking accreditation by
an authorized, independent credentialing body, including by determining what discretionary
grants shall require that the LEA be accredited or be in the process of obtaining accreditation.

(b) Within 240 days of the date of this order, the Attorney General shall develop and publish
standards for determining whether an entity is an authorized, independent credentialing body,
including that the entity requires policies that further the policies in sections 3, 4, and 7 through
10 of this order, and encourages participation in comprehensive collection and use of police
misconduct and use-of-force-data, such as through the databases provided for in sections 5 and 6
of this order. In developing such standards, the Attorney General shall also consider the
recommendations of the Final Report of the President's Task Force on 21st Century Policing
issued in May 2015. Pending the development of such standards, the Attorney General shall
maintain the current requirements related to accreditation.

(c¢) The Attomey General, in formulating standards for accrediting bodies, shall consult with
professional accreditation organizations, law enforcement organizations, civil rights and
community-based organizations, civilian oversight and accountability groups, and other
appropriate stakeholders. The Attorney General's standards shall ensure that, in order to qualify as
an authorized, independent credentialing body, the accrediting entity must conduct independent
assessments of an LEA's compliance with applicable standards as part of the accreditation process
and not rely on the LEA's self-certification alone.

Sec. 20. Supporting Safe and Effective Policing Through Grantmaking. (a) Within 180 days
of the date of this order, the Attorney General, the Secretary of HHS, and the Secretary of
Homeland Security shall promptly review and exercise their authority, as appropriate and
consistent with applicable law, to award Federal discretionary grants in a manner that supports
and promotes the adoption of policies of this order by State, Tribal, local, and territorial
governments and LEAs. The Attorney General, the Secretary of HHS, and the Secretary of
Homeland Security shall also use other incentives outside of grantmaking, such as training and
technical assistance, as appropriate and consistent with applicable law, to support State, Tribal,
local, and territorial governments and LEAs in adopting the policies in this order.

(b) On September 15, 2021, the Associate Attorney General directed a review of the DOJ's
implementation and administrative enforcement of Title VI of the Civil Rights Act of 1964, 42
U.S.C. 200d ef seq., and of the nondiscrimination provisions of the Omnibus Crime Control and
Safe Streets Act of 1968, 34 U.S.C. 10228, in connection with Federal financial assistance the
DOJ provides, to ensure that the DOJ is providing sufficient oversight and accountability
regarding the activities of its federally funded recipients.

(1) Within 30 days of the date of this order, and consistent with any other applicable
guidance issued by the Attorney General, the head of every other Federal agency that
provides grants to State, local, and territorial LEAs shall commence a similar review of
its law enforcement-related grantmaking operations and the activities of its grant
recipients.

(11) Within 180 days of the date of this order, the head of each Federal agency that
provides grants to State, local, and territorial LEAs shall submut to the Assistant
Attorney General for the Civil Rights Division of the DOJ, for review under Executive
Order 12250 of November 2, 1980 (Leadership and Coordination of Nondiscrimination
Laws), a report of its review conducted pursuant to subsection (b)(i) of this section,
including its conclusions and recommendations. Within 30 days following such review
and clearance from the DOJ pursuant to this subsection, the head of each such agency
shall make the conclusions of its review publicly available, as appropriate.
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Sec. 21. Definitions. For the purposes of this order: (a) "Federal law enforcement agency" or
"Federal LEA" means an organizational unit or subunit of the executive branch that employs
officers who are authorized to make arrests and carry firearms, and that is responsible for the
prevention, detection, and investigation of crime or the apprehension of alleged offenders. The
"heads of all Federal law enforcement agencies" means the leaders of those units or subunits.

(b) The term "sustained complaints or records of disciplinary action" means an allegation of
misconduct that is sustained through a completed official proceeding, such as an internal affairs
or department disciplinary process.

(¢) The term "serious misconduct" means excessive force, bias, diserimination, obstruction
of justice, false reports, false statements under oath, theft, or sexual misconduct.

Sec. 22. Superseding Prior Orders. (a) Executive Order 13809 of August 28, 2017
(Restoring State, Tribal, and Local Law Enforcement's Access to Life-Saving Equipment and
Resources), is revoked. All agencies are directed, consistent with applicable law, to take prompt
action to rescind any rules, regulations, guidelines, or policies implementing Executive Order
13809 that are inconsistent with the provisions of this order.

(b) Executive Order 13929 of June 16, 2020 (Safe Policing for Safe Communities), is
revoked. All agencies are directed, consistent with applicable law, to take prompt action to
rescind any rules, regulations, guidelines, or policies implementing Executive Order 13929 that
are inconsistent with the provisions of this order.

(¢) To the extent that there are other executive orders that may conflict with or overlap with
the provisions in this order, the provisions of this order supersede any prior Executive Order on
these subjects.

Sec. 23. General Provisions. (a) Nothing in this order shall be construed to impair or
otherwise affect:

(1) the authority granted by law to an executive department or agency, or the head
thereof; or

(11) the functions of the Director of the Office of Management and Budget relating to
budgetary, administrative, or legislative proposals.

(b) This order shall be implemented consistent with applicable law and subject to the
availability of appropriations.

(c) This order 1s not intended to, and does not, create any right or benefit, substantive or
procedural, enforceable at law or in equity by any party against the United States, its departments,
agencies, or entities, its officers, employees, or agents, or any other person.

JOsEPH R. BIDEN, JR.

The White House,
May 25, 2022.

[Filed with the Office of the Federal Register, 11:15 a.m., May 27, 2022]
NOTE: This Executive order was published in the Federal Register on May 31.

Categories: Executive Orders : Policing and criminal justice practices, efforts to enhance public
trust and public safety and advance accountability.

Subjects: Law enforcement and crime : Criminal justice system, reform efforts; Law enforcement
and crime : Policing best practices, improvement efforts.
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